
FBISD Digital Citizenship  Page 1 
 

Fort Bend Independent School District 

Digital Citizenship  
 

Fort Bend Independent School District makes a variety of communications and information technologies available to 
students through computer/network/Internet access. These technologies, when properly used, promote educational 
excellence in the District by facilitating resource sharing, innovation, and communication. Illegal, unethical or 
inappropriate use of these technologies can have dramatic consequences, harming the District, its students and its 
employees. These Digital Citizenship Guidelines are intended to minimize the likelihood of such harm by educating 
District students and setting standards which will serve to protect the District. The District firmly believes that digital 
resources, information and interaction available on the computer/network/Internet far outweigh any disadvantages. 

 
Mandatory Review.  To learn proper  computer/network/Internet use and conduct, students are required to 
review these guidelines at the beginning of each school year. All District students shall be required to acknowledge 
receipt and understanding of all guidelines governing use of the system and shall agree to allow monitoring of their use 
and to comply with such guidelines. The parent or legal guardian of a student user is required to acknowledge receipt 
and understanding of the District’s Digital Citizenship Guidelines as part of their review of the Parent and Student 
handbook. Campuses must provide training on the Digital Citizenship Guidelines to all students.  

 
Definition of District Technology System. The District’s computer systems and networks (system) are 
any configuration of hardware and software. The system includes but is not limited to the following: 

 
• Telephones, cellular telephones, and voicemail technologies 
• Email accounts 
• Servers 
• Computer hardware and peripherals 
• Software including operating system software and application software 
• Digitized information including stored text, data files, email, digital images, and video and audio files 
• Internal or external accessed databases, applications, or tools (Internet- or District-server based) 
• District-provided Internet access 
• District-filtered Wi-Fi 
• New technologies as they are identified 

 
Availability of Access 

 
Acceptable Use. Computer/Network/Internet access used with District provided devices and/or personally owned devices 
will be to enhance learning consistent with the District’s educational goals. The District requires legal, ethical and 
appropriate computer/network/Internet use by all students regardless if the use is for an academic class  requirement 
and/or personal use. 
 
Privilege. Access to the District’s computer/network/Internet is a privilege, not a right, and may be revoked if abused.  
 
Any use described below is deemed “acceptable” and consistent with the Fort Bend ISD Digital Citizenship Guidelines for 
Technology but acceptable uses are not limited to the list below: 

• Use is for educational purposes during the school day. 
• Users will comply with all software, licenses, copyrights, and all other state and federal laws governing 

intellectual property. 
• Use is limited to the student’s own individual account.  Students should not share network login information with 

others or use another person’s login information to access the network or computer. 
 
Access to Computer/Network/Internet. Access to the District’s electronic communications system, including the 
Internet, shall be made available to students for instructional purposes. District computers and Wi-Fi (available for 
students who bring their own personal telecommunication devices) have filtering software that blocks access to visual 
depictions that are obscene, pornographic, inappropriate for students, or harmful to minors, as defined by the federal 
Children’s Internet Protection Act (CIPA). Filtered Internet access is provided to students as defined by CIPA. 
 
Student Access. Computer/Network/Internet access is provided to all students as defined by the parent selection on 
the yearly consent form as part of the Parent and Student Handbook. Student Internet access will be under the direction 
and guidance of a District staff member. Students may also be allowed to use the local network and Wi-Fi with campus 
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permission using guidelines outlined in this document.  
 
Use of Personal Telecommunication Devices. The District believes technology is a powerful tool that enhances learning 
and enables students to access a vast amount of academic resources. The District’s goal is to increase student access 
to digital tools and facilitate immediate access to technology-based information. On an as available basis, students will 
be provided access to a filtered, wireless network through which students will be able to connect personal 
telecommunication devices to a designated network. Students using personal telecommunication devices must follow 
the guidelines stated in this document while on school property, attending any school-sponsored activity, or using the 
Fort Bend ISD networks.  

 
• Designated Instructional Areas– Students are allowed to bring personal telecommunication devices that can access 

the guest filtered wireless Internet, as available. Students will be allowed to use the device for educational purposes in 
a digitally responsible manner. 

• Designated non-Instructional Areas/Times – Students are allowed to bring personal telecommunication devices 
that can access the guest filtered wireless internet, as available. Students will be allowed to use the device as 
determined by the campus. 

 
Security. A student who gains access to any inappropriate or harmful material is expected to discontinue the access and 
to report the incident to the supervising staff member. Any student identified as a security risk or as having violated the 
Digital Citizenship guidelines may be denied access to the District’s networks. Other consequences may also be 
assigned. A student who knowingly brings prohibited materials into the school’s electronic environment will be subject to 
suspension of access and/or revocation of privileges on the District’s networks and will be subject to disciplinary action in 
accordance with the FBISD Discipline Management Techniques and Student Code of Conduct. 
 
Content/Third-Party Information. Students and parents of students with access to the District’s networks and resources 
should be aware that use of the resources may provide access via links to outside material not yet reviewed or approved 
by the District.  

Subject to Monitoring.  No District computer/network/Internet usage shall be considered confidential and is subject to 
monitoring by designated staff at any time to ensure appropriate use. Students should not use the computer system to 
send, receive or store any information, including email messages, that they consider personal or confidential and wish to 
keep private. All electronic files, including email messages, transmitted through or stored in the District computer system 
and networks will be treated no differently than any other electronic file. The District reserves the right to access, review, 
copy, modify, delete or disclose such files for any purpose. Students should treat the computer system like a shared or 
common file system with the expectation that electronic files, sent, received or stored anywhere in the computer system, 
will be available for review by any authorized representative of the District for any purpose. Personal telecommunication 
devices are subject to examination in accordance with disciplinary guidelines if there is reason to believe that the Digital 
Citizenship guidelines have been violated. 

Rules for Responsible Digital Citizenship 
Fort Bend Independent School District offers students access to a computer, District network and the Internet. District 
students are bound by all portions of the Responsible Digital Citizenship Guide. A student who knowingly violates any 
portion of the Responsible Digital Citizenship Guide will be subject to suspension of access and/or revocation of privileges 
on the District’s system and will be subject to disciplinary action in accordance with the District’s Discipline Management 
Techniques and The Student Code of Conduct. 
The District provides a web filtering software to protect students from accessing inappropriate material. While the purpose 
of the District network is to use Internet resources for constructive educational goals and instructional activities, no web 
filtering software can provide 100% protection. The District strives to provide a safe online environment for all students 
and to protect them from inappropriate content. We will constantly monitor our system and implement new technologies 
that will strengthen the safeguards currently in place. Fort Bend Independent School District believes however that the 
educational and instructional benefits that faculty, staff, and students derive from access to the Internet far exceed any 
disadvantages associated with this privilege.  
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By utilizing a variety of technological resources, including the Internet, Intranet, hardware, and software, Fort Bend 
Independent School District is expanding educational opportunities for all stakeholders. With this opportunity come 
responsibilities regarding responsible digital citizenship. Each Fort Bend Independent School District user is expected to 
act in a responsible, ethical, and legal manner, in accordance with the missions and purposes of the networks they use on 
the Internet, Board Policy, and with the laws of The State of Texas and The United States.  
 
Individual User’s Responsibilities. The following rules will apply to all users of Fort Bend Independent School 
District’s system: 
 

1. Students must comply with all software licenses, copyright laws, and all other state and federal laws governing 
intellectual property. 
 

2. Students may not install/upload/download onto network drives, disks, or any District computer network or run from 
a USB drive software, shareware, freeware, music files, or an executable, such as software and games, or proxy 
site software without permission from a teacher or administrator for academic use.  

 
3. Network administrators have the right to search student network storage locations and review data to maintain 

system integrity to ensure that students are using the system responsibly. 
 

4. Students are prohibited from changing any computer configurations and/or settings. 
 

5. Students are prohibited from accessing, copying or deleting anyone else’s files. 
 

6. Students are prohibited from recording audio or video without consent of both the person(s) being recorded and 
the teacher/administrator. 
 

7. Students are prohibited from including any profane, abusive/bullying, or impolite language in any files or folders 
stored on any District network or file storage space. 
 

8. Students are prohibited from accessing materials and sites which are not in line with the permitted use as defined 
by the teacher or administrator and Digital Citizenship guidelines. This is to include but not limited to Social 
Networking Sites. 
 

9. Students are prohibited from damaging any computer, peripheral or the network in any way. 
 

10. The individual in whose name a system account is issued will be responsible at all times for its proper use. 
 

11. Students are prohibited from sharing their network password with another person. Students are only allowed onto 
the District network using their own login credentials. 
 

12. Students are not allowed to use another user’s password/login credentials. 
 

13. Students are not allowed to access non-District approved social networking or social media sites while using a 
computer connected to the Fort Bend ISD network. Students may participate in District approved social 
networking and social media activities that are related to instructional goals/activities. In this capacity, students 
may utilize tools such as, but not limited to, mobile devices, blogs, discussion forums, RSS feeds, podcasts, wikis, 
and other digital tools.  
 

14. Using obscene, profane, lewd, vulgar, rude, inflammatory, threatening, bullying, or disrespectful language in email 
communications, blogs, wikis, or other electronic communication tools and the use of electronic communication or 
websites to threaten  students, employees, volunteers, or school safety is prohibited (even if the offense is 
initiated off school property). This is to include but is not limited to Social Networking Sites. 
 

15. Accessing proxy sites or any other sites which hide the user’s identity is prohibited. 
 
 

16. Any attempt to access or circumvent password or other security‐related information associated with the District, 
students, or employees, or to upload or create computer viruses (even if the offense is initiated off school 
property) is prohibited. 
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17. Any attempt to alter, destroy, or disable district computer equipment, district data, the data of others, or networks 
connected to the district’s system, (even if the offense is initiated off school property) is prohibited. 

 
18. Harassing, fraudulent, embarrassing, indecent, profane, obscene, intimidating, inaccurate, sexually threatening, 

offensive, discriminatory, prejudicial, material that is damaging to another person’s reputation, illegal, or other 
unlawful material may not be sent by e-mail or other form of electronic communication or displayed on or stored in 
the District’s computers (even if the offense is initiated off school property). Users encountering or receiving such 
material should immediately report the incident to a teacher or campus administrator. 
 

19. If a security problem in the District’s system is identified or materials which violate the Rules for Responsible 
Digital Citizenship are encountered, it must be reported to a teacher or campus administrator immediately.  

 
Inappropriate Use of Digital Resources. Transmission of any material in violation of any federal or state law is 
prohibited.  This includes, but is not limited to, threatening, harassing, defamatory or obscene material; copyrighted 
material; plagiarized material; commercial material or product advertisements; political lobbying;  materials protected by 
trade secrets; blog posts, web posts, or discussion forum/replies posted to the Internet which violate federal or state law 
and illegal activities. 
 
Inappropriate use includes, but is not limited to, violations of the law, uses specifically listed in this document, violations of 
network etiquette, or uses that obstruct the security or integrity of the FBISD network and all components connected to it.  
The following rules will apply to all users of Fort Bend Independent School District’s system, and violations of these rules 
will result in revocation of the user’s access to the District network and all connected components. 
 

1. Violation of the District’s Digital Citizenship guidelines for computer/computer resources or Internet access and/or 
any rules or agreements signed by the student or the student’s parent. 
 

2. Attempting to access or circumvent passwords or other security-related information of the District, students, or 
employees, and/or to write, produce, generate, copy, or introduce any computer code or virus for the intent to self-
replicate, damage, or harm the performance of the network or computers. 
 

3. Attempting to alter, destroy, or disable District computer equipment, District data, the data of other, or other 
networks connected to the district’s system at any time, including off school property. 
 

4. Attempting to use the District’s computer equipment to access or distribute the personal data of students or 
employees. 
 

5. Using the Internet or other electronic communication to threaten and/or bully District students, employees, or 
volunteers at any time, including off school property. 
 

6. Sending or posting electronic messages, images, audio files or video files that are abusive, disruptive, obscene, 
sexually oriented, threatening, harassing, damaging to another’s reputation, or illegal at any time, including off 
school property. 

 
7. Using District or personal technology for cheating or plagiarism. 

 
8. Sending an electronic communication that references a name, domain address, phone number, or other item of 

identifying information belonging to any person with the intent to reveal the personal identity, harm, or defraud any 
person. 
 

9. Using e-mail/web sites at school to encourage illegal behavior or threaten school safety. 
 

10. Downloading any application not approved by the District, including but not limited to the purpose of bypassing 
the District-approved filter. 
 

11. Using the District’s technology resources to post, publicize, or duplicate information in violation of copyright law. 
 

12. Attempting to acquire and use the credentials of another individual to log on to the computer network, whether it is 
a student, administrator, or District employee. 
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13. Using of the District computer system for any type of advertisement or selling of commercial or personal products 
or services. 
 

14. Accessing, modifying, copying, or deleting files and/or data belonging to another individual. 
 

Consequences of Digital Citizenship Violation 
 
Any attempt to violate the provisions of this agreement may result in revocation of the student’s access to the 
computer/network/Internet, regardless of the success or failure of the attempt. In addition, school disciplinary and/or 
appropriate legal action may be taken. Students may be held financially responsible for intentionally causing damage to 
District resources. 
 
Denial, Revocation, or Suspension of Access Privileges. With just cause, the System Administrator and/or building 
administrator, may deny, revoke, or suspend computer/network/Internet access as required, pending an investigation. 

 
Warning 

 
Sites accessible via the computer/network/Internet may contain material that is illegal, defamatory, inaccurate or 
controversial. Each District computer with Internet access has filtering software that blocks access to visual depictions 
that are obscene, pornographic, inappropriate for students, or harmful to minors, as defined by the federal Children’s 
Internet Protection Act. The District makes every effort to limit access to objectionable material; however, controlling all 
such materials on the computer/network/Internet is impossible, even with filtering in place. With global access to 
computers and people, a risk exists that students may access material that may not be of educational value in the school 
setting. 
 

Student Safety 
 
Use of personal telecommunication devices during a campus drill or emergency will not be permitted. 
 
To ensure the safety of students, headsets and earbuds are not allowed in non-instructional areas unless approved by a 
teacher or administrator. 
 

Disclaimer 
 
The District’s system is provided on an “as is, as available” basis. The District does not make any warranties, whether 
expressed or implied, including, without limitation, those of merchantability and fitness for a particular purpose with 
respect to any services provided by the system and any information or software contained therein. The District does 
not guarantee that the functions or services performed by, or that the information or software contained on the system 
will meet the system user’s requirements, or that the system will be uninterrupted or error free, or that defects will be 
corrected. 
 
The District is not responsible for theft or damage to a student’s personal device. Administrators will not investigate or 
conduct searches involving stolen or lost personal devices. 

 
Opinions, advice, services, and all other information expressed by system users, information providers, service 
providers, or other third-party individuals in the system are those of the providers and not the District. 

 
The District will cooperate fully with local, state, or federal officials in any investigation concerning or 
relating to misuse of the District’s electronic communications system. 



2015 – 2016 PARENT and STUDENT CONSENT CHECKLIST/ACKNOWLEDGEMENT 
This form may be submitted electronically on Family Access or hard copy turned in to your child’s campus. 

One form must be submitted for each child. 
Check One Parent Consent Checklist 

 
 YES     NO DIRECTORY INFORMATION: I give the District permission to: 

Use identified personal information  for the specified school-sponsored purposes, such as directory information, yearbook, etc.  (See 
Directory Information in the Student/Parent Handbook for more information.) 

 YES     NO Release identified personal information in response to a request  unrelated to school-sponsored purposes. 
(See Directory Information in the Student/Parent Handbook for more information.) 

 
 YES     NO RELEASE OF STUDENT INFORMATION: I give the District permission to release my child’s name, address, and telephone number to a 

military recruiter or institutions of higher education upon their request without my prior written consent. (See Release of Student 
Information to Military Recruiters and Institutions of Higher Education in the Student/Parent Handbook for more information.) 

 
 YES     NO CONSENT/OPT OUT (Part One):  I give my child permission to participate in school activities: the annual FBISD Student Climate and 

Engagement Surveys. (See Obtaining Information and Protecting Student Rights in the Student/Parent Handbook for more 
information regarding the referenced surveys.) 

 
 YES     NO CONSENT/OPT OUT (Part Two):  I give my child permission to participate in school activities such as student surveys, (other than annual 

FBISD Student Climate and Engagement Surveys), analysis, or evaluation, known as “protected information surveys”. (See Obtaining 
Information and Protecting Student Rights in the Student/Parent Handbook for more information regarding the referenced surveys.) 

 
 FA 
(Full Access) 
 CO 
(Computer Only) 

DIGITAL CITIZENSHIP ACCEPTANCE: I give my child permission to use computing devices, electronic communications system/Internet 
access, and District approved web communication tools. I have read and understand the Digital Citizenship guidelines. I have discussed 
the rules and consequences with my child as well as consent to the monitoring of my child’s use of digital devices and accounts. 
Note: This selection is mandatory during new student registration and upon entering grades six and nine. The consent selection remains in 
place during subsequent years unless the parent elects to resubmit. (See the Electronic Devices and Technology Resources/Digital 
Citizenship section for more information.) 

In the event that CO (Computer Only) is selected as your choice, please be advised that your child will be assigned a network login and 
that your child may be required to use District computing devices for purposes such as word processing, use of educational resources, 
Texas Education Agency adopted online materials, taking mandated online tests and mastering technology objectives outlined by the 
Texas Education Agency. Your child will not be allowed to use or bring a personal communication device to school (applies to Grades 
2-12 only). Internet usage will be limited to mandatory requirements of the Fort Bend ISD curriculum or Texas Education Agency. 

 YES     NO INTERNET RELEASE: I give the District permission to use the following items on the Fort Bend ISD Website, my child’s campus Website, 
or District publications (including news releases and social media posts), as well as in-house campus video presentations:  (Check all that 
apply.)   My child’s first and last names will be used. 

 YES     NO 
    My child's photograph 

 YES     NO     My child's individual or team academic work, creative work, extracurricular accomplishments, multimedia project, or presentation. 
(Note: Grades associated with student work will NOT be displayed.) 

 
 YES     NO PHOTOGRAPH/VIDEO/AUDIO RECORD RELEASE: I give the District permission to photograph or video/audio record my child for any of 

the purposes stated in the FBISD Student/Parent Handbook. (See Granting Permission to Video or Audio Record A Student in the 
Student/Parent Handbook for more information.) 

 
 YES     NO RECEIPT  OF  2015-16  FBISD  EXTRACURRICULAR  ACTIVITIES  INFORMATION:  I  understand  and  consent  to  the  student 

responsibilities set forth in the FBISD Extracurricular Activities, Clubs, and Organizations Information section of the handbook.  I 
acknowledge that my child shall be held accountable for the behavior expectations and consequences set forth in the FBISD 
Extracurricular Activities, Clubs, and Organizations Information.   (See Extracurricular Activities, Clubs, and Organizations 
Information in the Student/Parent Handbook for more information.  Applies to Grades 6 – 12 only.) 

 

Student Consent Checklist 

Digital Citizenship: I have read and understand the Digital Citizenship as it applies to my use of computers, electronic devices and electronic communication 
networks in FBISD. I agree to abide by all Digital Citizenship guidelines and consent to the monitoring of my electronic devices and my District e-mail account. I 
understand there may be consequences for violating the rules stated in the Digital Citizenship guidelines, including termination of my privileges. 

 
2015-2016  FBISD  Extracurricular  Information:  This  is  to  acknowledge  that  a  copy  of  the  2015-2016  FBISD  Extracurricular  Activities,  Clubs,  and 
Organizations Information is available online or in print upon my request. I have read and understand the information contained in the handbook. 

 
Fort Bend ISD Student Handbook and Student Code of Conduct for 2015-2016:  I understand that the handbook contains information that my child (children) 
and I may need during the school year and that all students will be held accountable for their behavior and will be subject to the disciplinary consequences outlined 
in the Board adopted 2015-16 Student Code of Conduct. 

Digital Citizenship Acceptance 
Extracurricular Information 

Student Handbook and Code of Conduct 

 
 Student’s Printed Name & Signature  

 
 YES 

 
 NO 

 
Printed Name:  _Signature:   

ID #     

 

Parent/Guardian’s Signature:   Date:    
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LISTA DE CONSENTIMIENTOS/ACEPTACIÓN PARA PADRES Y ALUMNOS 2015 - 2016 

Puede enviar este formulario electrónicamente a través de “Family Access” o entregar una copia impresa en el campus de su hijo.  Se 
debe entregar un formulario por cada alumno. 

Marque sólo una 
opción 

Lista de consentimientos para padres 

 
 SÍ     NO INFORMACIÓN DEL DIRECTORIO: Le doy mi autorización al Distrito para: 

Usar la información personal identificada para los fines especificados que estén patrocinados por la escuela, tales como información del directorio, 
anuario, etc. (Para más información, consultar Información del directorio en el Manual para Alumnos y Padres).  

 SÍ     NO Divulgar información personal identificada en respuesta a un pedido  no relacionado con fines patrocinados por la escuela. 
(Para más información, consultar Información del directorio en el Manual para Alumnos y Padres). 

 
 SÍ     NO DIVULGACIÓN DE INFORMACIÓN SOBRE EL ALUMNO: Autorizo al Distrito a divulgar el nombre de mi hijo, su dirección y número de teléfono a 

reclutadores militares o instituciones de educación superior a su solicitud, sin mi consentimiento previo por escrito. (Para más información, consultar 
Divulgación de información del alumno a reclutadores militares e instituciones de educación superior en el Manual para Alumnos y Padres). 

 
 SÍ     NO CONSENTIMIENTO/EXCLUSIÓN (OPT OUT) (Parte Uno):  Autorizo a mi hijo a participar en actividades escolares: las encuestas anuales de clima y 

participación de los alumnos del FBISD. (Para más información sobre las encuestas mencionadas, consultar Obtención de información y protección de 
los derechos de los alumnos en el Manual para Alumnos y Padres). 

 
 SÍ     NO CONSENTIMIENTO/EXCLUSIÓN (OPT OUT) (Parte Dos):  Autorizo a mi hijo a participar en actividades escolares tales como encuestas (distintas de las 

encuestas anuales de clima y participación de los alumnos del FBISD), análisis o evaluaciones de alumnos, conocidas como “encuestas de información 
protegida". (Para más información sobre las encuestas mencionadas, consultar Obtención de información y protección de los derechos de los alumnos 
en el Manual para Alumnos y Padres). 

 
 PA 
(Pleno acceso) 
 

 CU 
(Computadora 
únicamente) 

ACEPTACIÓN DE CIUDADANÍA DIGITAL: Autorizo a mi hijo a utilizar dispositivos de computación, acceso a Internet/sistemas de comunicaciones 
electrónicas y herramientas de comunicaciones web aprobadas por el Distrito. He leído y entiendo las normas de Ciudadanía digital. He hablado sobre 
las normas y consecuencias con mi hijo y he autorizado el monitoreo del uso que mi hijo haga de las cuentas y los dispositivos digitales. 
Observación: Esta selección es obligatoria durante el registro de nuevos alumnos y al ingresar a sexto y noveno grado. La selección del consentimiento 
continuará vigente durante los años siguientes, a menos que el padre desee volver a presentarla. (Para más información, consultar la sección Dispositivos 
electrónicos y recursos tecnológicos/Ciudadanía digital). 

En caso de seleccionar como alternativa CU (Computadora únicamente), lo ponemos en conocimiento de que a su hijo se le asignará una clave de 
acceso a la red y se le podrá pedir que use los dispositivos de computación del Distrito para fines tales como procesamiento de textos, uso de recursos 
educativos, materiales en línea adoptados por la Agencia de Educación de Texas (“Texas Education Agency”), realización de pruebas obligatorias en 
línea y dominio de los objetivos tecnológicos descriptos por la Agencia de Educación de Texas. Su hijo no podrá usar o llevar dispositivos de 
comunicaciones personales a la escuela (aplicable a los grados 2 a 12 únicamente). El uso de Internet estará limitado a requisitos obligatorios del 
programa académico del Distrito Escolar Independiente Fort Bend (FBISD) o la Agencia de Educación de Texas. 

 SÍ     NO DIVULGACIÓN EN INTERNET: Autorizo al Distrito a usar la siguiente información en el sitio web del FBISD, en el sitio web del campus donde asiste mi 
hijo o en publicaciones del Distrito (incluyendo comunicados de prensa y publicaciones en los medios sociales), así como también en presentaciones de 
video internas que haga el campus:  (Marque todo lo que aplique).  Se utilizarán el nombre y el apellido de mi hijo. 

 SÍ     NO 
    La foto de mi hijo. 

 SÍ     NO    El trabajo académico individual o grupal de mi hijo, sus trabajos creativos, logros extracurriculares, proyectos multimedia o presentaciones. 
Observación: NO se mostrarán las calificaciones relacionadas con el trabajo del alumno). 

 
 SÍ     NO DIVULGACIÓN DE FOTOS/GRABACIONES/FILMACIONES: Autorizo al Distrito a fotografiar, grabar o filmar a mi hijo para cualquiera de los fines 

establecidos en el Manual para Alumnos y Padres del FBISD. (Para más información, consultar Otorgamiento de permiso para grabar o filmar a un 
alumno en el Manual para Alumnos y Padres). 

 
 SÍ     NO RECEPCIÓN DE INFORMACIÓN SOBRE ACTIVIDADES EXTRACURRICULARES DEL FBISD PARA 2015-16: Entiendo y estoy de acuerdo con las 

responsabilidades del alumno descriptas en la sección Información sobre actividades extracurriculares, clubes y organizaciones del FBISD del Manual. 
Acepto que mi hijo será responsable de cumplir con las expectativas de conducta y de las consecuencias establecidas en la sección Información sobre 
actividades extracurriculares, clubes y organizaciones del FBISD. (Para más información, consultar Información sobre actividades extracurriculares, 
clubes y organizaciones en el Manual para Alumnos y Padres). Aplicable a los grados 6 a 12 únicamente). 

Lista de consentimientos para alumnos 

Ciudadanía digital: He leído y entiendo la sección Ciudadanía digital que se aplica al uso que yo hago de las computadoras, los dispositivos electrónicos y las redes de 
comunicaciones electrónicas en el FBISD. Estoy de acuerdo en observar todas las normas de Ciudadanía digital y doy mi consentimiento para el monitoreo de mis dispositivos 
electrónicos y mi cuenta de e-mail del Distrito. Entiendo que pueden existir consecuencias por violar las normas establecidas en la sección Ciudadanía digital, que incluyen la 
cancelación de mis privilegios. 

 

Información sobre actividades extracurriculares del FBISD para 2015-2016: Tengo conocimiento de que está disponible en Internet o en papel, a mi solicitud, una copia de la 
Información sobre actividades extracurriculares, clubes y organizaciones del FBSID para 2015-2016. He leído y entiendo la información incluida en el Manual. 

 

Manual para Alumnos y Código de Conducta para Alumnos del FBISD para 2015-2016: Entiendo que el Manual contiene información que mi hijo (hijos) y yo podríamos necesitar 
durante el año escolar y que todos los alumnos serán responsables de su conducta y estarán sujetos a las medidas disciplinarias descriptas en el Código de Conducta para Alumnos 
para 2015-2016 adoptado por el Consejo Directivo. 

Aceptación de Ciudadanía digital Información sobre 
actividades extracurriculares  

Manual y Código de Conducta para Alumnos 

 

 Nombre en imprenta y firma del alumno  

    

 SÍ     NO Nombre en imprenta:   Firma:   

No de ID     

 

Firma del padre/tutor:   Fecha:    
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